Model job description

# **Technology Risk Manager**

## Scope, purpose and nature of rôle

Working in conjunction with other professional colleagues and specialists, the Technology Risk Manager (TRM) acts as an expert advisor to management concerning risks involving or affecting technology, particularly but not exclusively IT. Although technology and other risks are owned by individual managers throughout the organization, the TRM owns and is responsible for the technology risk management policies, procedures and guidelines, and is expected to ensure that technology risks are appropriately measured and prioritized in the corporate risk register.

## Distinguishing characteristics of the ideal candidate

The following personal traits are high on our wish-list:

* Analytical and objective – able to elaborate on, characterize, assess and evaluate technology and tech-related risks dispassionately and rationally;
* An influencer and facilitator – able to build strong interpersonal relationships, and inform, guide and motivate managers and technologists to address risks with due care and attention to detail;
* Strong communication skills – able to explain risks that are often complex and obscure to non-specialists, and (just as importantly) good at listening and sensitively interpreting others;
* A self-motivated leader - demonstrating a passion for and thought-leadership in this domain;
* Confident and trustworthy - keen to earn the respect and trust of, and inspire, others.

## Qualifications, skills and experience

The following are relevant and desirable for this role:

* **Technology risk management:** at least 10 years work experience in the area of IT and technology risk, including at least 5 years at management level. Note: successful candidates are likely to have held rôles such as IT Risk Manager, Risk Manager, IT Manager, Information or IT Security Manager, IT Audit Manager, IT Incident Manager or Business Continuity Manager;
* **Relevant technical qualifications** such as MIRM, CRISC, CISM, CISA, CISSP *etc*.;
* **Relevant business experience/qualifications/knowledge:** technology risk must be managed in the context of various other risks, opportunities and challenges facing the organization.

Candidates must be willing to undergo background checks to verify their identity, character, qualifications, skills and experience.

## For more information

Please contact Information Security or Human Resources for more about this rôle and the recruitment process, or to apply.